


Appendix to Ordinance No. 85
of the Rector of the Warsaw University of Life Sciences dated 18 September 2024
 On the introduction of Regulations for internal reporting of legal violations and follow-up actions at the Warsaw University of Life Sciences



Regulations for internal reporting of legal violations and follow-up actions at the Warsaw University of Life Sciences

§ 1
GENERAL PROVISIONS
1. These regulations for internal reporting of legal violations and follow-up actions at the Warsaw University of Life Sciences, hereinafter referred to as the ‘Regulations’, are designed to:
1) introduce comprehensive regulations defining the rules for receiving and investigating internal reports of legal violations and taking follow-up action at the Warsaw University of Life Sciences;
2) establish and secure mechanisms for reporting significant irregularities related to legal violations;
3) eliminate and reduce the risk of legal violations at all organisational levels of the Warsaw University of Life Sciences; 
4) protect the Warsaw University of Life Sciences through early detection and elimination of reported legal violations;
5) protect persons making reports (whistleblowers).
2. The reports referred to in paragraph 1 may only be made if the reporting person has reasonable grounds to believe that the information being reported is accurate at the time of reporting and constitutes information about a legal violation. 
3. The Regulations shall not apply if the legal violation affects only the rights of the reporting person or if the report of the legal violation is made solely in the individual interest of the reporting person.  
4. The Regulations do not apply to anonymous submissions. Anonymous submissions will not be considered, and no action specified in the Regulations will be taken in their regard.

§ 2
DEFINITIONS
Whenever the Regulations refer to:
1) follow-up action – this refers to an action taken by the Warsaw University of Life Sciences to assess the accuracy of the information contained in the report and to counteract the legal violation described in the report, in particular through an investigation, the initiation of an inspection or other proceedings based on legal provisions, filing charges, taking action to recover funds or closing the procedure carried out under these Regulations;
2) retaliatory action – this refers to a direct or indirect action or omission in a work-related context, which is caused by reporting or public disclosure and which violates or may violate the rights of the reporting person or causes or may cause unjustified harm to the reporting person, including the unjustified initiation of proceedings against the whistleblower;
3) information about a legal violation – this refers to an information, including reasonable suspicion of an actual or potential legal violation that has occurred or is likely to happen at the Warsaw University of Life Sciences, where the reporting person participated in the recruitment process or other negotiations preceding the conclusion of a contract, works or has worked, or with which they maintain or have maintained contact in a work-related context, or information concerning an attempt to conceal such a legal violation;
4) feedback – this refers to information provided to the whistleblower about planned or taken follow-up actions and the reasons for such actions;
5) the Committee – this refers to the Rector's Committee for Legal Violations;
6) work-related context – this refers to past, present or future activities related to the performance of work based on an employment relationship or other legal relationship constituting the basis for the provision of work or services or the performance of functions at the Warsaw University of Life Sciences or for the Warsaw University of Life Sciences, within the framework of which information about a violation of the law has been obtained and there is a possibility of experiencing retaliatory measures;
7) violation, legal violation – this refers to an action or omission that is unlawful or aimed at circumventing the law at the Warsaw University of Life Sciences, as referred to in § 3 hereof;
8) whistleblower, reporting person, person making the report, reporting persons – this refers to a natural person who reports or discloses information about a legal violation acquired in the context of their work at the Warsaw University of Life Sciences, including the person indicated in § 4 of the Regulations; 
9) the person to whom the report relates – this refers to a natural person, legal person or organisational unit without legal personality indicated in the report as the person who committed the legal violation or as the person with whom the person who committed the legal violation is associated; 
10) Representative – this refers to the Rector's Representative for Legal Violations,
11) Regulations – refers to the current procedure for reporting legal violations and taking follow-up action at the Warsaw University of Life Sciences.   
12) Register – this refers to the internal reporting register kept at the Warsaw University of Life Sciences, referred to in § 9 of the Regulations;
13) GDPR - Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons concerning the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC  (General Data Protection Regulation) (OJ EU L 119, p. 1);
14) SGGW – this refers to the Warsaw University of Life Sciences; 
15) Act – this refers to the Act of 14 June 2024 on the protection of whistleblowers (Journal of Laws of 2024, item 928);
16) report – this refers to an oral or written internal report or external report submitted in accordance with the requirements specified in the Act;
17) internal report – this refers to the reporting of a legal violation in accordance with the Regulations;
18) external report – this refers to the verbal or written reporting of a violation to the Ombudsman or a public authority.

§ 3
SCOPE OF REPORTS
A legal violation is any action or omission that is unlawful or intended to circumvent the law concerning:
1) corruption;
2) public procurement;
3) financial services, products and markets;
4) anti-money laundering and counter-terrorist financing;
5) product safety and compliance with requirements;
6) transport safety;
7) environmental protection;
8) radiological protection and nuclear safety;
9) food and feed safety;
10) animal health and welfare;
11) public health;
12) consumer protection;
13) privacy and personal data protection;
14) security of networks and information systems;
15) financial interests of the State Treasury of the Republic of Poland, local government units and the European Union;
16) the internal market of the European Union, including competition law and state aid, and taxation of legal persons;
17) constitutional freedoms and human and civil rights - occurring in relations between individuals and public authorities and not related to the areas indicated in 1-16 above;
18) internal regulations at the Warsaw University of Life Sciences.
§ 4
WHISTEBLOWER
1) A whistleblower is a natural person who reports information about a legal violation acquired in the context of their work at the Warsaw University of Life Sciences, including:
1) an employee;
2) a former employee;
3)      a person applying for employment based on an employment relationship or other legal relationship constituting the basis for the provision of work or services or the performance of functions, who has obtained information about a legal violation in the recruitment process or negotiations preceding the conclusion of a contract; 
4)      a person performing work on a basis other than an employment relationship, including based on a civil law contract;
5)      temporary employee;
6)      collaborator;
7)      contractor;
8)      volunteer;
9)      trainee;
10)  intern. 
2) The whistleblower is protected under these Regulations from the moment the report is made, provided they had reasonable grounds to believe that the information reported was accurate at the time and that it constitutes information about a legal violation.
3) The whistleblower makes the report in good faith and in the public interest.
4) If a whistleblower makes a report or public disclosure without reasonable grounds or knowing that no violation has occurred, they shall be liable under the Act. 

§ 5
ROLE RELATED TO REPORTING LEGAL VIOLATIONS 
1. In order to receive internal reports of legal violations and take follow-up action, the Warsaw University of Life Sciences shall appoint:
1) at least one Rector's Representative for Legal Violations
2) Rector's Committee for Legal Violations.
2. The Rector's Representative for Legal Violations is responsible for:
1) Accepting  a report;
2) Providing the reporting person with confirmation of the report acceptance;
3) conducting a preliminary analysis of the report within the scope specified in § 7(2)-(4); 
4) providing the Committee with the report;
5) keeping a register of internal reports.
3. The Rector's Committee for Legal Violations is responsible for:
1) investigating the report.
2) taking follow-up action;
3) providing feedback to the reporting person. 
4. The Committee is appointed by the Rector by a separate ordinance specifying its composition. A chairperson heads the Committee.
5. The mode and rules of operation of the Committee are specified in separate SGGW internal regulations.
6. The Rector's Representative for Legal Violations is obliged to immediately inform the Rector of any circumstances that come to their attention in the course of their duties and which could constitute grounds for questioning their impartiality. After reviewing the information and circumstances referred to in the preceding sentence, the Rector shall forward the report to another Rector's Representative for Legal Violations, and if no such representative has been appointed, shall decide to appoint a person other than the Representative to perform the tasks of the Rector's Representative for Legal Violations specified therein. 
7. A member of the Committee is required to immediately inform the Chair of the Committee of any circumstances that have come to their attention in the course of their duties and which could undermine their impartiality. After reviewing the information and circumstances referred to in the preceding sentence, the chair of the Committee shall decide whether to remove the Committee member from further involvement in the matter.  

§ 6
REPORTING VIOLATIONS
1. Reports of legal violations at SGGW are accepted by the Rector's Representative for Legal Violations.
2. Reports may be submitted through the following communication channels:
1)	to the e-mail address: pnp@sggw.edu.pl; 
2)	via the EZD (Electronic Document Management) system to the email address of the Rector's Representative for Legal Violations;
3)	in writing by sending a letter to the address of the Warsaw University of Life Sciences: ul. Nowoursynowska 166, 02 – 787 Warsaw, with the note on the envelope: ‘Rector's Representative for Legal Violations, to be delivered in person’”.
3. At the request of the whistleblower, an oral report may be made during a face-to-face meeting with the Rector's Representative for Legal Violations, organised within 7 days of receiving the request for such a form of reporting. In such a case, with the consent of the reporting person, the report is documented as a recording of the conversation, enabling its reproduction, or as a meeting protocol reflecting its exact course. The reporting person may check the protocol, correct it and approve it by signing it.
4. To ensure efficient processing, the application should include, in particular:
1)	name and surname of the person reporting the violation, if applicable, details of the SGGW organisational unit where they are employed;
2)	date and place of the report;
3)	name of the SGGW organisational unit or name and surname of the person concerned by the report;
4)	description of the violation;
5)	approximate period of the violation;
6)	other information related to the observed violation;
7)	any evidence confirming the existence of the violation; 
8)	contact address to which confirmation of receipt of the report and feedback should be sent.
5. The communication channel used to submit the report will be restricted to the Representative only and, in their absence, to an authorised person. 
6. Any report submitted by means other than one of the communication channels specified in paragraph 2 will not be considered, and no response will be given. 
7. [bookmark: _Hlk175062457]If the report concerns the Rector's Representative for Legal Violations, the report should be addressed to the Rector. The provision of § 5(6), sentence 2, shall apply respectively.
8. The whistleblower may, in any case, make an external report without first making an internal report and without following the procedure set out in these Regulations, in particular when: 
1) within the deadline for providing feedback specified in the Regulations, no follow-up action was taken, or no feedback was provided.
2) the whistleblower has reasonable grounds to believe that the legal violation may pose a direct or obvious threat to the public interest, in particular, there is a risk of irreparable damage;
3) making an internal report will expose him to retaliation. 
4) in the case of an internal report, there is little likelihood of effective counteraction to the legal violation by the Warsaw University of Life Sciences due to the specific circumstances of the case.
9. External reports are accepted by the Ombudsman (correspondence address: Office of the Ombudsman, al. Solidarności 77, 00-090 Warsaw, e-mail address: biurorzecznika@brpo.gov.pl) or another public authority whose competence includes taking appropriate follow-up action on the subject of the report. Where applicable, external reports are also made to institutions, bodies or organisational units of the European Union. Authorities that receive external reports publish information on their websites about the procedures for receiving and processing them.


§ 7
REPORT SUBMISSION AND REVIEW PROCEDURE
1. Upon receipt of the report, the Representative shall immediately, but no later than within 7 (seven) days from the date of submission of the report, take the following actions:
1) confirms receipt of the report by sending the relevant information to the reporting person at the contact address provided by them, unless the reporting person has not provided a contact address to which the confirmation should be sent;
2) conducts a preliminary analysis of the report within the scope specified in paragraphs 2-4;
3) if necessary, contacts the reporting person to supplement or clarify the information contained in the report;
4) submits the report to the Chair of the Committee, subject to paragraphs 2 to 4.
2. If the initial analysis of the report by the Representative shows that the report does not concern a legal violation referred to in § 3, the Representative shall inform the reporting person that the report will not be pursued further and shall explain the reason for this decision. When deciding not to proceed with the case, the Representative may inform the person who made the report that the information contained in the report is subject to separate regulations, in particular as the subject of a civil action, a report of a crime, complaint to an administrative court, motion or petition, or may be submitted for consideration to the competent authorities in another manner. Informing the reporting person does not affect, in particular, the admissibility of a legal remedy brought later, the running of time limits, the content of the decision or the manner of concluding the proceedings.
3. The representative may also decide to refuse to proceed with the report if it is clearly unreliable or untrue, or if it is impossible to obtain from the reporting person any additional information necessary to verify the report, in which case the reporting person shall be informed of this decision and the reasons for it.. 
4. If the report concerning a matter that has already been the subject of a previous report by the same or another person does not contain any significant new information about the legal violation compared to the last report, paragraph 2, sentence 1 shall apply accordingly, except that in the case of a subsequent report, the representative shall leave it unexamined without informing the reporting person
5. Upon receiving a report from the Representative, the Chair of the Committee shall convene a Committee meeting to examine the report and take appropriate follow-up action.
6. The follow-up actions referred to in paragraph 5 shall be understood in particular as actions taken by the SGGW to assess the veracity of the allegations contained in the report and, where appropriate, to counteract the legal violation that is the subject of the report, including through internal investigation, investigative proceedings, notification of law enforcement authorities, action taken to recover funds, or closure of the procedure for receiving and verifying reports.
7. The committee takes follow-up action with due diligence and in full confidentiality of the whistleblower's identity.
8. When examining a report, the Committee reviews the information it contains and assesses the evidence gathered in the case. If the report is deemed justified, the Committee takes further action with due diligence..
9. The Committee is entitled to request additional information to supplement the report, obtain further information about the violation, get explanations from the person concerned by the report, and receive the information necessary to clarify the matter from SGGW employees and persons providing work or services to SGGW, including, based on a legal relationship other than an employment contract. If necessary, the Committee may be able to summon the persons referred to in the preceding sentence to appear before the Committee and provide explanations. The persons summoned are obliged to appear and present all information and documents in their possession that may help establish the circumstances of the violation indicated in the internal report.
10. The Committee may also request assistance or opinions from representatives of individual organisational units at SGGW or from an external entity providing professional services in a given field, provided that the knowledge and experience of such persons are necessary to clarify all the circumstances of the violation contained in the report.
11. The actions taken by the Committee are recorded in writing or electronically.
12. The Committee shall examine the notification within three (3) months of the date of confirmation of receipt. 
13. After clarifying all the circumstances contained in the report, the Committee shall decide on the validity of the report, draw up a report on the proceedings' results, and submit it to the Rector. The report on the investigation shall contain a description of the facts, including the irregularities found and their causes, scope and effects, and the persons responsible for them. The Committee shall attach recommendations for appropriate further action to the report referred to in the preceding sentence. 
If the report concerns the Rector, the Committee shall forward it, together with the recommendations referred to in paragraph 13, to the University Council.
§ 8
TERMINATION OF PROCEEDINGS
	
1. Based on the report and recommendations of the Committee referred to in § 7(13), the Rector, or in the case of a report concerning the Rector, the Chair of the University Council, shall determine further action to be taken in the matter and the persons responsible for its implementation. The Committee shall monitor the implementation of these actions. 
2. Depending on the investigation's findings, follow-up actions may include measures against those responsible for the violations, measures to prevent future violations, and measures to strengthen the entity's internal control system. Such measures may include, in particular:
1) termination of the procedure without further action – if the report is not confirmed;
2) conducting an audit or explanatory procedure; 
3) disciplinary measures against an employee or other person who has committed a violation;
4) suspending an employee or other person who has committed a violation from performing specific tasks or holding a specific position;
5) taking civil law action concerning, for example, concluded agreements, damage compensation; 
6) filing a request to initiate proceedings concerning a violation of public finance discipline;
7) submitting a notification to another competent committee or representative operating at the Warsaw University of Life Sciences or to the competent external authority.
3. The Committee shall inform the whistleblower of its findings and of any follow-up actions planned or taken without delay, but no later than within 3 (three) months from the date of confirmation of receiving the report or, if no confirmation was sent due to the lack of a contact address provided for this purpose – 3 (three) months from the expiry of 7 (seven) days from the date of the report, unless the whistleblower has not provided a contact address to which feedback should be sent.
4. The findings and any follow-up actions taken or planned are recorded in the Register of Reports referred to in § 9. 
5. No follow-up action should be taken if the violation affects only the rights of the person making the report, or if the report of the violation is made solely by that person. 

§ 9
REGISTER OF INTERNAL REPORTS
1. Each internal report shall be recorded in the Register of Internal Reports.
2. The Register of Internal Reports at the Warsaw University of Life Sciences shall be kept by the Rector's Representative for Legal Violation.
3. The following data shall be collected in the Register:
1) case number;
2) subject of the violation;
3) details of the reporting person;
4) details of the person concerned by the report;
5) date of the report;
6) information on follow-up actions taken;  
7) date of case termination.
4. A template of the Register is attached to these Regulations.
5. The register shall be kept in a manner that ensures the protection of the personal data of persons reporting violations and of persons concerned by the report.
6. Personal data contained in the Register is processed in accordance with SGGW's personal data protection policy.
7. Personal data and other information in the internal reporting register shall be retained for a period of three years after the end of the calendar year in which the follow-up actions were completed or after the completion of other proceedings initiated by those actions.


§ 10
PROTECTION
NON-RETALIATION POLICY
1. No retaliatory measures, attempts, or threats to take such measures, whether direct or indirect, may be taken against the whistleblower.
2. Whistleblowers shall not be subject to any unfavourable, discriminatory or repressive treatment in connection with their report, in particular:
1) termination or termination without notice of the employment relationship;
2) refusal to establish an employment relationship, failure to conclude a fixed-term employment contract after termination of a probationary period contract, failure to conclude another fixed-term employment contract or failure to conclude an indefinite employment contract after termination of a fixed-term employment contract – in a situation where the whistleblower had a legitimate expectation that such a contract would be concluded with him/her;
3) reduction in remuneration; 
4) withholding promotion or not being promoted;
5) omission in the award of work-related benefits other than remuneration
6) transferring the employee to a lower position;
7) suspension from performing employee or official duties;
8) transfer of existing employee responsibilities to another employee;
9) unfavourable change in the place of work or working hours;
10) negative assessment of work performance or negative opinion about work;
11) imposition or application of a disciplinary measure, including a financial penalty or a measure of a similar nature;
12) coercion, intimidation or exclusion;
13) bullying;
14) discrimination;
15) unfavourable or unfair treatment;
16) suspension of participation or omission from selection for participation in training courses to improve professional qualifications;
17) unjustified referral for a medical examination, including psychiatric examinations, unless separate regulations provide for the possibility of referring an employee for such an examination;
18) action aimed at making it more difficult to find future employment in a given sector or industry on the basis of an informal or formal sectoral or industry agreement;
19) causing financial loss, including economic loss or loss of income;
20) causing other non-material damage, including violation of personal rights, in particular the good name of the whistleblower.
3. Retaliatory actions for reporting or public disclosure shall also include attempts or threats to apply the measure specified in paragraph 2.  
4. The non-retaliation policy also covers persons assisting in the reporting process, persons associated with the reporter, as well as legal entities or other organisational units that help or are associated with the whistleblower, in particular those owned by or employing the whistleblower.
The persons referred to in paragraphs 1 and 4 shall be protected only in respect of the reports made. 

§ 11
PERSONAL DATA PROTECTION  
1. The personal data of the reporting person, the persons indicated in the report and the person to whom the report relates are protected in accordance with the regulations on personal data protection in force at the Warsaw University of Life Sciences and the provisions on personal data protection, in particular in accordance with the provisions of the GDPR
2. The personal data of the reporting person and other data enabling their identification shall not be disclosed, unless with their express consent and subject to the cases specified in the Act. 
3. SGGW prevents unauthorised entities from accessing the personal data of the reporting person, persons indicated in the report, and the person to whom the report relates. The processing of the personal data of these persons by persons authorised to receive and consider reports or take follow-up action under the procedure set out herein shall be carried out based on a written authorisation from the Rector.
4. Upon receipt of a notification, SGGW processes personal data to the extent necessary to accept the notification or take any follow-up action. Personal data that is not relevant to the processing of the notification is not collected, and if it is collected by accident, it is deleted immediately. Such personal data is deleted within 14 days of being determined no longer relevant to the case.
5. Personal data processed in connection with the acceptance of a report or follow-up action, as well as documents related to the report, are stored by SGGW for a period of three years after the end of the calendar year in which the follow-up action was completed or after the completion of proceedings initiated by such action.
6. SGGW uses technical and organisational solutions to ensure that the personal data of the person making the notification is stored separately from the document or other information carrier containing the notification, including, where appropriate, the removal of all personal data of the person making the notification from the document or other information carrier immediately after it has been received.
7. The controller of the personal data of the reporting person, the persons indicated in the report and the person to whom the report relates is SGGW. 
8. As the personal data controller, SGGW is responsible for the security of the personal data provided and for processing it in accordance with the provisions of law.
9. The personal data of the reporting person, the persons indicated in the report and the person to whom the report relates are processed for:
1) receiving and processing the report, as well as taking any follow-up action (Article 6(1)(c) of the GDPR);
2) investigating or defending against potential claims related to the report or taking potential follow-up action, or in connection with the need to demonstrate specific facts that are relevant to SGGW in this regard (Article 6(1)(f) of the GDPR).
10. Personal data will not be used to make decisions based solely on automated processing of personal data, including profiling within the meaning of Article 22 of the GDPR. 
11. Every person has the right to submit a request for: access to their personal data (information about the personal data being processed and a copy of the data), rectification of their data (if it is incorrect), transfer of their data (in cases specified in the GDPR), erasure or restriction of the processing of their personal data - on the terms specified in the GDPR. Regardless of the rights listed above, every person has the right to object to the processing of their data at any time if the legal basis for the processing of the data is a legitimate interest (Article 6(1)(f) of the GDPR). SGGW will cease to process data for the purposes covered by the objection, unless it can demonstrate that there are valid legal grounds for SGGW to process the data which override the interests, rights and freedoms of the data subject, or that the data is necessary for SGGW to establish, pursue or defend claims. Every person also has the right to lodge a complaint with the President of Office for Personal Data Protection if they consider that the processing of their personal data violates the law.
12. Provided that all data security measures are observed, personal data may be transferred (apart from persons authorised by SGGW) to other entities, including: entities authorised to receive such data in accordance with the provisions of law, entities processing such data on behalf of SGGW (e.g. technical service providers and entities providing advisory services).
13. SGGW has appointed a Data Protection Officer who can be contacted in matters related to the processing of personal data and the exercise of rights granted to data subjects in accordance with the provisions on personal data protection via:
1) Correspondence address of SGGW: Warsaw University of Life Sciences, ul. Nowoursynowska 166, 02-787 Warsaw,
2) e-mail address of the Data Protection Officer: iod@sggw.edu.pl.
14. Due to the fact that SGGW uses Microsoft services, personal data may be transferred outside the European Economic Area (EEA), including to the USA. Microsoft provides guarantees resulting from compliance with Chapter 5 of the GDPR and is obliged to comply with the requirements of personal data protection on the basis of standard contractual clauses concluded with SGGW. For more up-to-date information, please visit: https://privacy.microsoft.com/pl-pl/privacystatement. 

§ 12
POUFNOŚĆ
1. Wszelkie informacje na temat osoby zgłaszającej naruszenie oraz osoby, której zgłoszenie dotyczy, mają charakter poufny. 
2. SGGW stosuje rozwiązania, które uniemożliwiają nieupoważnionym osobom uzyskanie dostępu do informacji objętych zgłoszeniem oraz zapewniają ochronę poufności tożsamości sygnalisty, osoby, której dotyczy zgłoszenie, oraz osoby trzeciej wskazanej w zgłoszeniu. Ochrona poufności dotyczy informacji, na podstawie których można bezpośrednio lub pośrednio zidentyfikować tożsamość takich osób.
3. Wszystkie osoby uprawnione do przyjmowania i rozpatrywania zgłoszeń bądź podejmowania działań następczych w ramach procedury określonej w niniejszym Regulaminie posiadają pisemne upoważnienie Rektora i są zobowiązane do zachowania poufności wszelkich informacji i danych osobowych, jakie pozyskały w toku wykonywanych zadań oraz podejmują działania zapewniające, aby osoby nieupoważnione nie miały dostępu do dokumentów otrzymanych lub wytworzonych w trakcie wykonywanych zadań. Osoby upoważnione są obowiązane do zachowania tajemnicy w zakresie informacji i danych osobowych, które uzyskały w ramach przyjmowania i weryfikacji zgłoszeń wewnętrznych, oraz podejmowania działań następczych, także po ustaniu stosunku pracy lub innego stosunku prawnego, w ramach którego wykonywały tę pracę.
4. W przypadku, gdy zgłoszone naruszenie nosi znamiona przestępstwa, wówczas informacja o tożsamości sygnalisty oraz osób, których zgłoszenie dotyczy, zostanie przekazana organom ścigania.

§ 13
POSTANOWIENIA KOŃCOWE
1. [bookmark: _Hlk175045197]Kierownicy jednostek organizacyjnych SGGW są zobowiązani zapoznać wszystkich podległych pracowników z postanowieniami niniejszego Regulaminu. 
2. Osobie ubiegającej się o pracę w SGGW na podstawie stosunku pracy lub innego stosunku prawnego stanowiącego podstawę świadczenia pracy lub usług, Biuro Kadr i Płac przekazuje informację o Regulaminie wraz z rozpoczęciem rekrutacji lub negocjacji poprzedzających zawarcie innej niż stosunek pracy umowy.
3. W sprawach nieuregulowanych Regulaminem mają zastosowanie przepisy prawa powszechnie obowiązującego.
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